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1. Introduction

VoIP (Voice over IP) over the past few years has successfully ridden on the pervasiveness of Internet infrastructure to extend the reach of telephony service wherever Internet is accessible. Voice over WLAN (VoWLAN) in particular has attracted a lot of attention due to its ability to provide untethered communication while incurring significantly lower cost. Several challenges remain to be addressed, however, in order for VoWLAN to provide service with quality parallel to that provided by mobile cellular telephony. In particular, IEEE 802.11, the de facto standard for WLAN technology, was originally designed without inherent support for QoS required by multimedia services such as VoIP. Problems such as unpredictable delay jitters due to random contention, bursty packet losses due to wireless interference and user mobility, poor scalability, and lack of security have been identified and under investigation by many research endeavors [1–4].

In addition to problems related to the quality, scalability, and security of VoIP calls, another important problem inherent in VoWLAN is the limitation of coverage area. Due to the regulation of transmission power in the unlicensed bands,
WLAN access points typically have limited transmission range, and hence the WLAN service area is typically spotty. While more and more cities worldwide have undertaken plans to build large-scale wireless mesh networks with the goal of enabling city-wide wireless Internet access \[5,6\], the coverage still cannot parallel that provided by existing mobile cellular telephony systems. The impact of such spotty coverage is that mobile users are essentially confined to the WLAN service area for making or receiving VoIP calls. Moreover, VoIP calls placed within a WLAN hot spot cannot be carried over to neighboring hot spots without causing call interruptions or even call drops. VoIP users thus need to be constantly aware of the WLAN coverage in order for them to enjoy untethered telephony service. Such restrictions significantly limit the popularity of VoIP service.

In this paper, we investigate the problem of enhancing VoIP service for ubiquitous communication in a WLAN environment with spotty coverage. We start with a case study on a university campus that has an established SIP (Session Initiation Protocol) infrastructure for VoIP service. The campus has provisioned SIP servers including SIP proxies, SIP registrars, and SIP-PSTN gateways that allow users to place VoIP calls with any other phones through campus wired or wireless networks. A wireless user, for example, can place VoIP calls when it is within the coverage of WLAN access points. The campus wireless network we consider, however, does not have 100% full coverage, and hence VoIP service cannot yet be conveniently used anywhere, anytime on campus.

To motivate the use of VoIP service in such a campus WLAN without letting users worry about unreachable or disrupted calls, we propose the following two approaches that can be used in tandem or alone to address the problem of partial WLAN coverage:

1. The first approach, referred to as one-hop extension, is to extend WLAN coverage through multi-hop communication. When a mobile handset is outside the WLAN coverage, it does not have direct communication with any WLAN access point, but it may be in the neighborhood of nodes with direct WLAN access. Therefore, a conceivable scenario is for nodes within the WLAN service area to relay traffic for those outside. If mobile handsets through multi-hop relay can attain the desired call quality for voice communication without sacrificing the performance of the relaying node, such an approach can effectively extend the VoIP service to areas outside the campus WLAN coverage. While related work has used multi-hop routing protocols for achieving this goal \[7–9\], in this paper we consider a simple approach for one-hop extension of WLAN access points that does not incur the overheads of conventional multi-hop routing protocols.

2. The second approach, referred to as dual-mode communication, is to leverage the capability of mobile handsets with dual modes of communication including GSM\(^1\) and WLAN modes. With the availability of dual communication modes, when a mobile user in a VoWLAN call moves beyond the coverage of WLAN service, the call is transferred automatically to the GSM mode for uninterrupted communication with the remote peer. When the mobile user moves back to the WLAN coverage, on the other hand, the GSM call is transferred back to the WLAN mode. If such call transfer can be performed seamlessly without causing undesirable call disruptions, users are motivated to use VoIP service whenever possible since the cost of the call can be significantly reduced without sacrificing reliability. While related work has investigated infrastructure-based approaches for achieving this goal \[10–13\], in this paper we consider an end-to-end approach that does not require the infrastructure support from the telecom service provider.

We evaluate the proposed approaches through testbed implementation and measurement. We show for the first approach that one-hop extension can effectively provide VoIP service to users outside the campus WLAN coverage without significantly degrading the call quality of the relaying node. However, there might be a transient increase in delay jitter on the relaying node at the onset of relay that can potentially introduce packet losses. For the second approach, we show that it is possible to transfer an active call between GSM and WLAN modes on the dual-mode handset as needed. Due to the delay mismatch between GSM and VoWLAN calls, however, there might be an audio gap during the handoff process.

Our evaluation results show that it is possible to provide ubiquitous voice communication for VoIP users in a campus WLAN with partial coverage through one-hop extension, dual-mode communication, or combination thereof. To provide ubiquitous yet still seamless voice communication, however, the problems of delay surge in one-hop extension and delay mismatch in dual-mode communication need to be addressed. To proceed, we propose a cross-layer solution based on signal processing algorithms to ensure seamless voice call continuity when the proposed approaches are used. Essentially, the delay surge of VoWLAN packets and the delay mismatch of VoWLAN and GSM calls introduce temporal discontinuity (audio gap) to the received voice stream on the relaying node and the dual-mode handset, respectively. We propose the use of time-scale modification of speech to mitigate such temporal discontinuity and remove the unpleasant call disruption to users. Evaluation results show that time-scale modification of speech can address the problems in one-hop extension and dual-mode communication, and significantly improves user experience in this context.

It has to be noted that while we focus on a campus WLAN for a case study of the target problem, the proposed solutions can also be applied in other environments such as enterprise and community networks with similar settings. The contribution of this paper therefore is twofold:

1. We propose and evaluate through testbed experiments two approaches, one-hop extension and dual-mode communication, that can be used in tandem or alone to enhance VoIP service for ubiquitous voice communication in a WLAN with partial coverage.

\(^1\) We use GSM as a general term to refer to mobile cellular telephony systems, including PCS, IS-95, UMTS, and CDMA2000.
2. We propose a cross-layer solution based on time-scale modification of speech that can be used in the proposed two approaches to address the problem of temporal discontinuity for achieving seamless voice continuity while enabling ubiquitous voice communication.

The rest of the paper is organized as follows. Section 2 introduces the campus WLAN that we consider in this paper, and presents some baseline performance for VoIP service in the target environment. Section 3 presents the first approach based on one-hop extension, and Section 4 presents the second approach based on dual-mode communication. Section 5 proposes and evaluates the signal processing algorithm to be used in tandem with the two approaches for seamless voice call continuity. Finally, Section 6 concludes the paper.

2. NTU campus wireless LAN

In this section, we first describe the network environment on National Taiwan University (NTU) campus, including SIP infrastructure and the WLAN coverage. We then present measurement results obtained at different locations of the campus that we use later in this paper as the baseline VoIP performance.

2.1. Network infrastructure

The National Taiwan University main campus is located at downtown Taipei city, covering an area of 1.129 square kilometers while hosting a population of about 32,000 students. The campus network is based on 100 Mbps Fast Ethernet, with the core backbone running at the speed of 10 Gbps Gigabit Ethernet. Fig. 1 shows the network architecture at National Taiwan University, with focus on related SIP infrastructure including the call server and media gateway. The call server includes the proxy server, registration server, and location server for performing various SIP related functionalities for SIP based voice calls. The media gateway system supports SIP-to-PBX and SIP-to-PSTN calls between SIP phones (or softphones) and campus PBX or city PSTN phones. SIP phones can connect to the NTU SIP network through either campus WLAN or individual LANs installed at each building. Currently, several campus residence halls have been upgraded by replacing PBX phones with SIP phones, and SIP based phone systems have been under operation in several administrative buildings. Several projects and trials have also been launched for promoting campus-wide IP telephony among staff, faculty, and students, including the distribution and application of wireless SIP phones.

For a user without wired connection, the campus WLAN can be used for connecting to the SIP infrastructure. NTU has a rather mature campus WLAN deployment, with an estimated coverage of over 80% campus area as shown in Fig. 2. As mature as the NTU campus WLAN is, however, it can be observed from the figure that there are locations where the WLAN signal is either low and unstable or totally not present due to obstruction of buildings/trees and insufficient deployment density. While the WLAN coverage can indeed be increased by deploying more access points at more campus sites, over time the coverage of the NTU campus WLAN has not changed significantly since
it has reached its maturity. The reason is that the deployment strategy of WLAN access points on campus typically depends on many considerations such as site popularity, usage pattern, and maintenance efforts, rather than on the sole purpose of 100% full coverage. That being the case, users of portable laptops may still enjoy being able to access Internet at selected outdoor locations on campus. For users of mobile phones who may make calls while on the go, however, it may not be motivating to use a telephony system that is not available when needed – or even worse, that may potentially disconnect calls during the course of mobility. It is therefore the goal of this paper to propose solutions that can overcome the limitations of insufficient WLAN coverage for enabling ubiquitous voice communication on campus and motivating the use of campus VoIP service. The proposed solutions leverage the large student base and the capability of mobile handsets instead of asking for more infrastructure support as we show later in this paper.

2.2. Baseline performance

We select 10 different locations on NTU campus to measure the performance of the campus WLAN in supporting VoIP traffic. As shown in Fig. 2, we measure at indoor and outdoor locations that are likely to have heavy traffic load as well as locations that are not. To understand the baseline performance of the campus WLAN for VoIP service, we conduct experiments to measure the network characteristics and VoIP service quality:

1. To proceed with the experiment on network characteristics, we first capture the traffic sent out by a SIP softphone and analyze the average packet size as well as the packet interval [14]. A traffic generator is then used to generate traffic that is an emulation of the measured VoIP traffic. For each packet sent out by the traffic generator, the sending time is stamped in the packet header to be echoed back by the receiver for round-trip time measurement. Multiple runs are conducted at each location and the round-trip time (maximum, minimum, and average) and delay jitter as well as loss rate are obtained for further analysis.

2. To proceed with the experiment on VoIP service quality, we first record a spontaneous speech of about 80s uttered by a female speaker. At one SIP softphone, the recorded speech is played back automatically when a call is established. Another SIP softphone is used to make the voice call and record the voice stream that it receives from the peer. The received speech is compared against the original speech for evaluation of the speech quality. We use PESQ (Perceptual Evaluation of Speech Quality) [15] as the metric for measuring the speech quality, and hence VoIP service quality, at the campus site. PESQ is an objective method for end-to-end speech quality assessment as recommended by ITU. Unlike the R Factor (Transmission Rating Factor) from the E-Model [16], the calculation of the PESQ score does not rely on the transformations of various transmission parameters to speech impairment factors for predicting the quality of the call. Instead, the PESQ
model compares an original signal \( x(n) \) with a degraded signal \( y(n) \) using human perceptual and cognitive models [15]. The PESQ score ranges from \(-0.5\) (worst) to \(4.5\) (best), which has been mapped through regression to the MOS (Mean Opinion Score) subjective score using a large set of subjective experiments.

Since the goal of this paper is not to conduct a comprehensive performance measurement and analysis of the campus WLAN, we show in Fig. 3 a subset of measurement data obtained at different campus sites. It can be observed from the figure that at all locations selected the average round-trip time is less than \(210\) ms, and the delay jitter is less than \(70\) ms. Locations A, F, and I have measured loss rates of more than \(2\%\) due to poor signal quality and/or heavy traffic load. Note that latency, jitter, and loss rate all play important roles in determining the quality of the call. However, as Fig. 3d shows, overall VoIP service quality at all locations is rather acceptable. Therefore, if the problem of partial WLAN coverage can be addressed, the campus WLAN can potentially be a good carrier for supporting untethered IP telephony.

3. One-hop extension

In this section we present the first approach to extend VoIP service to the dead spots of the campus WLAN. We first motivate the solution based on one-hop extension, and then present the proposed approach. Finally, we present evaluation results and some discussions.

3.1. Motivation

Even if a user does not have access to WLAN service, one of its neighbors might have. Multi-hop networking is an approach that allows a source node to use other nodes for relaying data to the destination node in multiple hops. Since multi-hop networking involves several other relaying nodes besides the source and destination nodes, many issues such as route selection and maintenance, QoS provisioning, and cooperative forwarding need to be addressed. Related work has investigated different network architectures and protocols for supporting VoIP service through multi-hop networking [7–9].

![Fig. 3. Baseline VoIP performance.](image-url)
In this paper we leverage the concept of multi-hop relay to address the problem of insufficient WLAN coverage. While any existing multi-hop routing protocol can be used in this context \cite{17,18}, in this paper we adopt a simple approach for one-hop extension of the campus WLAN. The reasons for considering only one-hop extension in the target environment include:

1. While the WLAN considered does not have full coverage of the entire campus, it in fact has a relatively high deployment density (i.e. 80% in the NTU WLAN). Since a majority of the campus area is under WLAN service, it is expected that the number of hops required to connect a “coverage hole” to nearby access points is not large.

2. The WLAN considered is on a university campus, and the SIP phones need proper authentication and authorization to have access to the campus WLAN service. In one-hop extension, since the only relay node is still within the coverage of WLAN access points, it is easier to audit the behavior (and misbehavior) of the relay node for sake of security concern if necessary.

Limiting packet relay to one-hop extension of WLAN access points thus allows a minimum number of relay nodes to be involved and simplifies the protocol design. It has the additional benefits of avoiding performance instability and degradation due to data traversing a large number of hops as shown in related work \cite{2,19}.

3.2. Approach

As mentioned in Section 2, it is possible that SIP phones are pre-configured with the necessary functionality for communication on campus. We discuss in the following the proposed approach to be implemented on SIP phones for one-hop extension of the campus WLAN.

In an 802.11 WLAN, a station needs to authenticate and associate with a chosen access point before it can use the WLAN service (e.g. for data transmission to or from the infrastructure). Any communication with the infrastructure or with any other 802.11 stations in the network has to go through the access point. Now consider the case with partial WLAN coverage as shown in Fig. 4. In the figure, station C is outside the coverage of access point A, and hence it cannot get associated for WLAN service. If, on the other hand, station B can play the role of an access point, station C can operate as usual for association with station B, and request for WLAN service from station B. Essentially, station B plays the role of a station (STA mode) and a virtual access point (VAP mode). Any MAC frame received through the VAP mode on station B is bridged to its STA mode for delivery to access point A. In this way, station C can have access to the WLAN infrastructure as any other stations do, and the WLAN service provided by access point A is virtually extended to station C. Note that to support both the STA mode and the VAP mode does not necessarily require station B to be equipped with two 802.11 radios. Existing 802.11 device drivers allow one 802.11 radio to be “virtualized” into multiple modes of operation (through, say, time sharing of the radio resource). Therefore, it is possible to support the concept of the virtual access point without requiring any additional hardware at the relay node.

Note that creating the VAP mode instead of the AD-HOC mode (where station B acts as a relaying peer) on station B simplifies the operation of one-hop extension. Consider a scenario where station D (in the normal STA mode) is initially within the coverage of access point A as shown in Fig. 4. During the course of mobility, it moves toward the location of station C and finally goes beyond the coverage of the WLAN. It then needs to rely on station B for packet relay similar to the case of station C mentioned earlier. If station B operates in the VAP mode, then as far as station D is concerned, switching from one-hop communication (direct access) to two-hop communication (through station B) involves only a handoff between two access points since station B behaves like an access point. If station B operates in the AD-HOC mode, on the other hand, station D will need to change from the STA mode to the AD-HOC mode for communication with station B, thus incurring more overheads. The advantage of using the VAP mode can also be observed in a similar scenario where station B moves when serving as the relay between station D and access point A. In this case, station D can detect the failing link through the decreasing signal strength of station B that falls below a predefined

\footnote{The open-source MadWiFi driver \cite{20}, for example, allows concurrent running in both AP and STA modes through creation of multiple virtual WLAN interfaces atop one 802.11 device.}
threshold. Station D can then search in its neighborhood for any access point (be it “real” or “virtual”) to perform handoff. Existing algorithms for handoff among WLAN access points thus can be used by station D, and the overheads with multi-hop routing protocols including route discovery and maintenance can be avoided in this context.

An important issue, however, that needs to be considered for the relay node (station B) is the problem of resource (e.g. channel bandwidth and battery power) sharing between the STA and VAP modes. To prevent degradation of its performance as a station, the relay node can control, based on the channel bandwidth and battery power available, the number of peer stations (e.g. station C) that it can act as the relay node through the association process. If the relay node determines that its relaying capacity has been reached, it can reject association requests from peer stations. It is also possible for the relay node to stop operating in the VAP mode (after proper disassociation process) if it suffers from significant resource shortage. As mentioned before, in one-hop extension of the campus WLAN, the relay node (station B) is still within the coverage of the WLAN access point (access point A). Hence the WLAN access point can be made aware of the stations that act as virtual access points. The list of available virtual access points can then be announced to all stations. Any station that moves outside the WLAN coverage can use such information to search for and associate with the candidate relay node. All information required for association with the relay nodes can also be pre-configured in each SIP phone.

We summarize the operations of the proposed one-hop extension from the following three aspects:

1. **Access point selection**: For any SIP phone that needs to search for a new access point (e.g. during initialization or handoff), it first scans for a campus WLAN access point (e.g. one with the campus network SSID). If any such access point is detected, it proceeds with the association procedure for WLAN service. Otherwise, it searches for a virtual access point with the pre-configured network SSID. The station proceeds with association with the virtual access point using pre-configured information (e.g. authentication key) if such a virtual access point exists. Otherwise, the one-hop extension approach fails to extend the campus WLAN to the target SIP phone. (The dual-mode communication approach proposed in Section 4 can then be used if so desired.)

2. **Access point handoff**: A SIP phone periodically measures the signal quality such as RSSI (Received Signal Strength Indication) of the associated access point and nearby access points. If the SIP phone is currently associated with a virtual access point, and a campus WLAN access point with better signal quality is found, it proceeds with the handoff process to the campus WLAN access point. On the other hand, if the signal quality of the currently associated access point drops below a threshold (or it fails the test of other sophisticated algorithms for handoff decision considering, say, quality of service), the SIP phone proceeds with the Access point selection operation for choosing the target access point. To avoid the occurrence of the ping-pong effect, the signal quality used for handoff decision is based on the average RSSI measured for a preset duration of time. Other sophisticated algorithms considering the use of adaptive threshold and/or hysteresis level and access point preference for handoff decision can also be adopted [21,22].

3. **Relay node capability**: For any SIP phone that is within the coverage of the campus WLAN, it decides based on its call quality and battery power whether it can act as a relay node. If so, it creates a VAP mode and behaves as a virtual access point using pre-configured parameters; otherwise, it maintains at behaving as a pure 802.11 station (STA mode only). For a relay node, whenever an association request from another SIP phone is received, it checks if it has the capability to support the relay. If so, it proceeds with the association procedure with the requesting SIP phone; otherwise, it rejects the association. When acting as relay for other SIP phones, the relay node periodically monitors its call quality and/or battery power. If it decides to cut back the load of relaying, it can send disassociation requests to a selected number of peer stations. Finally, to limit the relay to one hop, if the relay node moves outside the coverage of the campus WLAN, it sends out disassociation requests to all SIP phones that are associated with it.

### 3.3. Results and observations

We implement the proposed approach for one-hop extension of campus WLAN using off-the-shelf hardware and open-source software. The MadWiFi WLAN driver [20] is used to support concurrent operations of VAP and STA modes on one WLAN device when needed. For sake of performance comparison, the SIP user agent used will automatically play a voice stream of spontaneous speech when a VoIP call is established. The peer SIP UA then records the incoming voice for objective evaluation of the speech quality (using PESQ). Round-trip time and delay jitter are also measured when the VoWLAN call is in progress.

To keep the scope of this paper focused, we consider a VoWLAN call between one wired SIP phone and one wireless SIP phone (say station C) through one-hop or two-hop communication with a campus WLAN access point. In one-hop communication, the wireless SIP phone is within the campus WLAN coverage, and hence it communicates directly with the campus WLAN access point. In two-hop communication, the wireless SIP phone is outside the campus WLAN coverage, but it can rely on another wireless SIP phone (say station B) for relay. We compare the delay, jitter, and speech quality at the wireless SIP phone (station C) for one-hop and two-hop scenarios. We also investigate the impact of relay on the quality of call at the relay node (station B). For lack of space, we only present results measured at one campus location (location D in Fig. 2).

Fig. 5a thus shows the delay (round-trip time) distribution of the VoWLAN call under one-hop communication, while Fig. 5b shows the distribution under two-hop communication. It can be observed that the two-hop scenario suffers from a larger delay and jitter due to the need for one more hop of wireless communication involving
random channel access. The increased delay and jitter introduce impairments to the voice, and hence the quality of speech. As shown in Fig. 5d, the objective speech quality (PESQ) drops from 4.45 for one-hop scenario to 3.94 for two-hop scenario.

While the proposed approach can provide acceptable speech quality for voice call placed outside the direct coverage of the campus WLAN, one issue that needs to be considered is the impact on the relay node. If the relay node is also in a VoWLAN call with a remote SIP phone, then the quality of the voice call might be affected due to the increased load of acting in the VAP mode. In Fig. 5c we show the observed delay and jitter at the relay node when it is relaying traffic for another SIP phone. Compared to Fig. 5a, it can be observed that the delay and jitter on average do increase at the relay node. The speech quality of the call at the relay node does decrease, but still falls in an acceptable range as observed in Fig. 5d.

To observe more closely the effect of relaying, we conduct another experiment with the two-hop scenario. In the experiment, the relay node (station B) initially acts as a pure wireless SIP phone without any responsibility of traffic relay for other SIP phones. During the progress of its voice call, a request for association and hence relay is received from another SIP phone (station C). The relay node (station B) honors the request and proceeds with the relay task for station C. Fig. 6 shows the delay measured at the relay node during the process. It can be ob-

---

**Fig. 5.** Performance of one-hop extension.

**Fig. 6.** Delay surge due to relay.
served that after the request is received and station B starts to accept packets for traffic relay between the access point and station C (at about 49.5 s), there is a transient surge in delay (the delay rises to 170 ms at 49.8 s). The reason is due to the sudden change in channel condition for relaying a train of SIP packets for handshakes during the call setup process (recall that the voice call at station C is about to be established then) [23]. While the delay surge does not last for long (for a duration of about 240 ms), its magnitude is rather high that is unlikely to be absorbed by the typical de-jitter buffer. Therefore, RTP packets therein are discarded due to late arrivals. The effect is that an audio gap is incurred at station B right after station C connects to station B for relay. The temporal discontinuity nonetheless introduces certain disruption to the voice call at station B and should ideally be avoided. We discuss how this problem can be addressed in Section 5.

4. Dual-mode communication

We have presented in Section 3 an approach that allows one-hop extension of the campus WLAN service area. While such an approach can effectively provide service to SIP phones not far away from the boundary of the service area, in some scenarios a relay for more than one hop may still be necessary. One approach, as we mentioned before, is to employ conventional multi-hop routing protocols and allow for relaying in more than one hop. In this section, however, we present a different approach that does not require multi-hop relay for serving users in WLAN dead spots. We first motivate the solution based on dual-mode communication, and then present the proposed approach. Finally, we present evaluation results and some discussions.

4.1. Motivation

Existing mobile cellular telephony systems allow users to place or receive voice calls with practically “anywhere, anytime” coverage. IP telephony based on VoWLAN also aims at enabling such untethered communication while incurring significantly lower overheads and costs. The two telephony systems, while seemingly competitive against each other, can coexist and complement each other for providing better service to users. For example, whenever and wherever the VoWLAN service is available, users can use it for sake of reducing communication costs; at locations where VoWLAN cannot provide the desired service, users can switch to mobile cellular telephony (e.g. GSM) service for sake of maintaining the call reliability.

As simple as the concept is, however, the most challenging issue in using both GSM and VoWLAN is the need for seamless handoff of an active call between the two telephony systems when needed. Consider a voice call established by a mobile user through the VoWLAN service. During the course of mobility, the user moves out of the coverage of the WLAN service area (maybe even outside the one-hop extension region of the WLAN coverage using the approach in Section 3) and needs to switch to the GSM service for ensuring continuous voice communication. A handoff between the two telephony systems thus needs to be performed. If and only if the handoff between VoWLAN and GSM can take place automatically without disrupting the call in progress, the two telephony systems can synergistically provide the best service to the user.

To take advantage of the two telephony systems opportunistically without the need to bring two handsets, the concept of dual-mode handsets has emerged and come to the limelight. A key distinguishing feature of “dual-mode” handsets from conventional “multi-band” handsets is the ability to support voice communication through heterogeneous telephony technologies involving circuit-switched cellular telephony (such as GSM) and packet-switched Internet telephony (such as VoWLAN). Many GSM–WLAN, EDGE–WLAN, 3G–WLAN, and HSDPA–WLAN dual-mode handsets and smart phones have made their debut recently [24–26]. Such dual-mode handsets by design can be operated in any communication mode depending on service availability and user preference. Therefore, it is conceivable to have dual-mode handsets used as the wireless SIP phones on campus. In this case, it becomes an interesting issue to investigate the possibility of leveraging the service of existing mobile cellular telephony systems for improving the user experience when making VoWLAN calls. We discuss in the following how such dual-mode handsets can be used for enabling ubiquitous yet cost-effective voice communication in the campus WLAN.

4.2. Approach

A key challenge for dual-mode communication is seamless voice call continuity during handoff. As shown in Fig. 7, dual-mode handset C is originally within the coverage of the WLAN access point, where the user places a VoWLAN call with the remote SIP phone. During the course of mobility, the user moves outside the WLAN coverage, and hence the call needs to be switched to the GSM system. While related work has proposed solutions that require the infrastructure support of the mobile cellular telephony system [10–13], in this paper we propose an end-to-end approach for vertical handoff on dual-mode handsets.

The motivation is that, in the campus WLAN considered, it is easier to pre-configure SIP phones with the desired functionality than relying on infrastructure support from the telecom operator.

In the proposed approach, a Handoff Control software module is introduced atop the existing VoIP and GSM phone modules on the dual-mode handset as shown in Fig. 7. The VoIP UA and the GSM Phone modules are used by the dual-mode handset to make and receive calls through the WLAN and GSM modes respectively. The Handoff Control module is the core for handoff management. It controls when handoff should be triggered through feedback of the module that monitors the quality of the WLAN service (similar to that used in Section 3). The Handoff Control module also maintains states of the communications in progress including the identities (e.g. calling numbers) of the VoIP UA and GSM Phone modules. It interacts with the VoIP UA and GSM Phone modules through commands such as Call, Hangup, and Answer for transparent call migration between the two communication modes as we discuss in the following.
module matches the caller to the remote peer that the WLAN mode is currently in communication with, and then directs the GSM Phone module to answer the call using the Answer command ("Step 7"). After the call between the remote peer and the GSM mode is established and the voice stream is flowing between two ends ("Step 8"), the remote peer can then send a Handoff Complete command back to the dual-mode handset ("Step 9"). The Handoff Control module on the dual-mode handset then responds with Handoff Complete ACK ("Step 10") and directs the VoIP UA module to hang up the call ("Step 11"), thus completing the handoff process from WLAN to GSM modes on the dual-mode handset.

Similarly, the case for GSM to WLAN handoff starts with the dual-mode handset being in a call with a remote SIP phone as indicated by "Step 1" in Fig. 8b. Once the WLAN quality monitor module notifies availability of the WLAN service, and the Handoff Control module decides to initiate the handoff, the Handoff Trigger command and acknowledgement are exchanged between the two ends through WLAN service ("Step 2" and "Step 3"). The Handoff Control module on the dual-mode handset conveys the identity of the VoIP UA (the "number" that the GSM Phone module dials) on the remote peer so the Handoff Control module on the remote peer can associate the incoming message with the existing call. The Handoff Control module on the remote peer directs the VoIP UA to make a call to the VoIP UA on the dual-mode handset as shown in "Step 4" and "Step 5" of Fig. 8b. The required information for dialing (e.g. SIP URI of the dual-mode handset) is conveyed through the Handoff Trigger command sent earlier. The dual-mode handset can then match the Caller ID, and answers the call ("Step 6" and "Step 7"). After the new call (between two VoIP user agents) is established and the voice stream is flowing ("Step 8"), the old GSM call may be released through the Handoff Complete handshake as indicated in "Step 9," "Step 10," and "Step 11" in Fig. 8b.

It is clear that the proposed vertical handoff procedure achieves "make-before-break" soft handoff where the old and new voice streams overlap in time at the receiving end. Switching from the old call to the new call is performed after proper time alignment (using, say, cross correlation) of the two voice streams to ensure continuity of the call. Therefore, through handshakes between the Handoff Control modules at the two ends, vertical handoff between VoWLAN and GSM can be performed automati-

---

3 Note that it is possible for the dual-mode handset to make the GSM call to the remote peer instead in consideration of some special GSM billing structure (where the caller pays for the entire communication cost). The decision as to whether the dual-mode handset or the remote peer makes the GSM call can be dynamically taken during the handshake process between the two Handoff Control modules (i.e. "Step 2" and "Step 3").
cally and transparently as needed. From users’ perspectives, they can enjoy ubiquitous voice communication through campus WLAN service even though the WLAN coverage may be spotty.

4.3. Results and observations

We implement the proposed approach for vertical handoff on the dual-mode handset using off-the-shelf hardware and open-source software. The handset is a GSM–WLAN dual-mode PDA equipped with the Intel PXA272 416MHz CPU and 64MB RAM. The dual-mode PDA runs the Windows Mobile 5.0 operating system, and the Windows Telephony API (TAPI) is used to control the GSM phone module. We port the open-source sipXtapi library [27] and use it to develop the VoIP UA for dialing and receiving VoWLAN calls.

To evaluate the performance of the proposed approach, we first use the dual-mode PDA to make voice calls to the remote SIP phone, and measure the call setup time. The call setup time is measured at the dual-mode PDA from the time the call is placed to the time the voice from the remote SIP phone is heard at the PDA. It can represent the delay between the time the handoff is triggered until the time the voice stream of the new call arrives. Fig. 9 thus shows the call setup times of VoWLAN and GSM calls for 11 iterations of experiments each.

As shown in Fig. 9, the call setup time for VoWLAN calls ranges from 1.21 s to 1.88 s, with an average of 1.42 s over 11 iterations. For GSM calls, the call setup time ranges from 9.35 s to 9.68 s with an average of 9.51 s. Since the call setup time is measured at the dual-mode PDA, it may involve delays due to the software and hardware processing time on the device. However, the primary reason for the prolonged delay between the GSM mode and the remote SIP phone is due to sophisticated signaling process and traversals of multiple networks involving the GSM access and core networks, PSTN network, Internet, and the campus network. Fig. 9 thus motivates the need for “make-before-break” soft handoff in the proposed approach to ensure voice call continuity during vertical handoff between VoWLAN and GSM.

Even though the proposed approach can ensure “make-before-break” soft handoff, we have found through testbed experiments that handoff from VoWLAN to GSM is not always seamless. Rather, a temporal discontinuity in speech is perceived during the handoff process. To detail, we plot the waveform received at the dual-mode PDA during handoff as shown in Fig. 10. It can be observed from the figure that there is an audio gap of about 350 ms between the VoWLAN and GSM voice streams. Such an audio gap is, however, not observed for handoff from GSM to VoWLAN.

To understand the cause of the audio gap between the two voice streams, we measure the end-to-end delay of
the GSM call as shown in Fig. 11. The average delay as shown in the figure is 385 ms for GSM calls to the remote SIP phone. Compared to the case of the VoWLAN call shown in Fig. 3a, it can be observed that there is a significant delay mismatch between VoWLAN and GSM calls, with the latter experiencing longer delay than the former. As mentioned earlier, a time alignment process is performed to compensate for the delay mismatch of the new and old voice streams. In GSM-to-VoWLAN handoff, since the VoWLAN voice stream experiences a shorter delay, switching from GSM to VoWLAN can be done simply by delaying the VoWLAN voice stream in the buffer for an amount of time equal to the calculated time offset. In VoWLAN-to-GSM handoff, on the other hand, since the GSM voice stream experiences a longer delay, switching from VoWLAN to GSM introduces an artificial audio gap. In this way, a disruption due to temporal discontinuity is perceived in the voice call. We discuss in Section 5 how this problem can be addressed.

5. Addressing temporal discontinuity

As we have presented in Sections 3 and 4, one-hop extension and/or dual-mode communication can be employed in a campus WLAN environment to address the problem of spotty VoIP service due to partial WLAN coverage. As promising as the two proposed approaches are, however, they both suffer from the problem of temporal discontinuity in the voice call. In one-hop extension, the temporal discontinuity is introduced at the relay node due to the delay surge at the onset of relay. In dual-mode communication, on the other hand, the temporal discontinuity is introduced at the dual-mode handset for VoWLAN-to-GSM handoff due to the delay mismatch between VoWLAN and GSM calls. It has been shown in [28] that temporal discontinuity impairments degrade the speech quality, and the larger the impairment magnitude (duration of the audio gap) is, the more severe the quality degradation is. Moreover, temporal discontinuity impairments introduce semantic and/or syntactic damages to speech, with the damages being more objectionable and annoying to native listeners than to non-native listeners (i.e. when the speech is understood by the listeners) [29]. As we have shown earlier, the duration of the temporal discontinuity is about 240 ms in one-hop extension and 350 ms in dual-mode communication. Therefore, temporal discontinuity should ideally be avoided to ensure seamless voice communication. In this section, we present a solution that can be used in tandem with one-hop extension and dual-mode communication to avoid the problem of temporal discontinuity.

5.1. Time-scale modification of speech

While temporal discontinuity is introduced in one-hop extension and dual-mode communication for different reasons in nature, one thing common is that the concerned speech segment is delayed instead of being lost completely. In one-hop extension, RTP packets are delayed due to the delay surge, while in dual-mode communication, the GSM voice stream is delayed due to the longer path. To address the problem of temporal discontinuity due to late arrivals, we adopt an approach based on time-scale modification of speech.

Time-scale modification is the process of changing the reproduction rate of a signal, including time-scale extension (slow down the playout speed) as well as time-scale compression (speed up the playout speed). Changing the playout speed exploits human’s insensitivity to minor modulations in the speed of a speech signal [28]. Many algorithms have been proposed in the literature for performing efficient and high quality time-scale modification of speech [30–32]. In this paper, we choose the WSOLA (Waveform Similarity Overlap-Add) algorithm [32] for time-scale modification of speech since it preserves the pitch period and requires only time domain operations of the speech without any frequency domain transformation. More importantly, it can be applied to the speech synchronously on a frame-by-frame basis. In the following, we briefly discuss the operations of the WSOLA algorithm.

Let \( x(n) \) be the original speech signal, and \( y(n) \) be the time-scaled version of \( x(n) \). Let \( \theta(n) \) be the linear time warping (scaling) function specifying that the sample occurring at \( n \) in \( x(n) \) should occur at \( \theta(n) \) in \( y(n) \). For example, a linear time scaling operation uses \( \theta(n) = \beta n \) with \( \beta < 1 \) for compression and \( \beta > 1 \) for extension of the original signal. As shown in Fig. 12, the operation of the WSOLA algorithm is based on overlap-add–synthesis that consists of cutting out segments \( k = 0, 1, 2, \ldots \) of length \( W \) using a window function \( w(n) \) from the input signal \( x(n) \) around analysis instants \( \Theta^{-1}(S_k) \) and repositioning them at corresponding synthesis instants \( S_k \) before adding them together to form the output signal \( y(n) \). To maintain maximal local similarity to the original signal \( x(n) \) across segment joins in the synthetic signal \( y(n) \), WSOLA introduces the parameter \( \delta_k \). The \( k \)th synthesis segment, for example, is found by searching in \( x(n) \) over a tolerance region \( [-\delta_{\text{max}}, \delta_{\text{max}}] \) around \( \Theta^{-1}(S_k) \) that has maximal similarity to the \( (k-1) \)th synthesis segment right-shifted in time by \( S_k - S_{k-1} \). In this way, it is ensured that the new synthesis segment will form a natural continuation of the previously chosen segment.

Typically, the synthesis instants are regularly spaced with \( S_k = kS \), the window function is a Hann window with 50% overlap between successive segments \( (W = 2S) \), and a
linear scaling function with $H(n) = \beta n$ is used for the WSOLA algorithm. Then, $y(n)$ can be expressed as

$$y(n) = w^2(n - (k - 1)S) x \left( n + \frac{(k - 1)S(1 - \beta)}{\beta} + \delta_{k-1} \right)$$

$$+ w^2(n - kS) x \left( n + \frac{kS(1 - \beta)}{\beta} + \delta_k \right),$$

for $kS \leq n < (k + 1)S$. \hfill (1)

It is clear that the time-scaled signal $y(n)$ can be obtained from $x(n)$ synchronously in a left-to-right, frame-by-frame fashion.

For lack of space, we refer interested readers to [33] for detailed explanation and performance evaluation of the WSOLA algorithm.

To see how the WSOLA algorithm can be used in tandem with the proposed approaches, consider first the case of one-hop extension. Assume that a wireless SIP phone capable of acting as a virtual access point is in a voice call with the remote SIP phone. After it receives and decides to honor the association request from another SIP phone, it starts to monitor the buffering delay of its own playout buffer. If packets start to arrive late, the buffering delay of packets in the playout buffer will start to decrease. Whenever the buffering delay falls below a threshold (i.e. "safe margin"), the virtual access point starts to extend the playout speed of its audio frames to compensate for the reduction. The goal is to adjust the packet playout schedule such that the delay surge can be absorbed without packets being dropped due to late arrivals. It has to be noted, however, that since the magnitude of the delay surge may vary depending on the load of the relay node, the playout schedule needs to be dynamically adapted (i.e. the extension ratio may vary across audio frames). This adaptive playout scheduling mechanism is similar to related work proposed for concealment of packet losses due to network congestion [34,35]. For the case of dual-mode communication, assume that the new voice stream has been matched to the new voice stream and found to be lagging in time. The old voice stream is then extended in time to fill the delay mismatch (audio gap) between the two voice streams. The new voice stream is kept in the buffer until the playout schedule of the old voice stream matches that of the new voice stream, after which the voice call is switched to the new voice stream to ensure seamless transition of voice call.

5.2. Performance evaluation

We implement the proposed solution based on the open-source software for time-scale modification of speech [36]. We apply the time-scaling algorithm to reduce the audio gap in the voice call as shown in Fig. 13. A scaling factor of 1.25 is used to extend a speech segment of 1.2 s to mitigate an audio gap of 300 ms. As shown in the figure, the time-scaling algorithm can effectively eliminate the impairment due to temporal discontinuity at the expense of introducing the impairment of time-scale modification to the original speech.

To investigate the performance of the time-scaling algorithm, and the tradeoff between the temporal discontinuity impairment and the time-scale modification impairment, we conduct an experiment surveying 30 listeners. Each listener is presented with two voice streams, one with an audio gap of about 300 ms, and the other with the gap compensated by the time-scaling algorithm. The experiment is conducted as follows: first, the listener is presented with the processed voice stream and is given the hint that the voice may have time-scale modification.
The listener is then asked to identify the location of such temporal impairment within the voice stream. Finally, the listener is presented with the original voice stream (before transmission), and is asked to give a score from 1 to 5 for the two voice streams with artifacts (one with temporal discontinuity and one with time-scale modification). Fig. 14 thus shows the results of the tests. The time-scale modification is performed from $t = 3$ s to $t = 4.5$ s. It can be observed from Fig. 14a that most listeners are not able to correctly identify the onset of the time-scale modification. In fact, many listeners mistakenly identify natural prosody of speech as artificial time-scale modification. The result that the voice stream with gap compensated gets a higher MOS value than the one with clear temporal gap as shown in Fig. 14b substantiates the argument that it is desirable to remove the temporal discontinuity for a more pleasing experience during the voice communication.

6. Conclusion

In this paper, we investigate the problem of supporting ubiquitous voice communication in a WLAN with spotty service area. We consider a university campus that has an established infrastructure for supporting SIP-based VoIP service, but the campus WLAN service does not have 100% full coverage. We propose two approaches called one-hop extension and dual-mode communication to enhance VoIP service in the target campus WLAN. The first approach uses the concept of virtual access points to extend the WLAN coverage, while the second approach leverages the avail-
ability of dual-mode handsets for ubiquitous voice communication. We implement the two approaches, and evaluate their performance in the campus testbed environment. Evaluation results show that the proposed approaches can effectively enable voice communication in WLAN dead spots, but they have one common problem as the potential lack of support for voice call continuity. We then propose a cross-layer solution based on time-scale modification of speech to address the problem. Testbed evaluation shows promising results for using the proposed solutions to enable ubiquitous and seamless voice communication in a campus WLAN with partial coverage.
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